
While most organizations have some type of virus protection in place for their network, IT professionals
continue to search for a complete solution to protect against rapid virus outbreaks on their desktop
machines, as well as on their file, print and mail servers. Developed in partnership with McAfee® Security,
SonicWALL Complete Anti-Virus combines the enforced desktop protection offered by our patent-pending
Network Anti-Virus product with comprehensive server protection offered by our Server Anti-Virus solution.
SonicWALL Server Anti-Virus incorporates the award-winning McAfee NetShield™, McAfee VirusScan™ and
McAfee GroupShield™ applications for Windows®-based file, print and Microsoft® Exchange servers.

Recent outbreaks of viruses such as Lovsan/MSBlaster, MyDoom, SoBig and Nimba have proven that
anti-virus defense is an around-the-clock job. In many cases, the new virus signatures were available but
the network users forgot to update their systems, costing their business thousands of dollars in lost
productivity. Managing the update and deployment of new virus signatures has strained IT budgets and
resources, creating the need for a system-wide manageable solution that ensures all users are
using latest signatures.

SonicWALL Complete Anti-Virus provides organizations with a highly automated and enforced solution
for the desktop. It eliminates machine-by-machine anti-virus deployment, reduces the costs associated
with administering an anti-virus policy throughout an entire network, and delivers fast time-to-response
during rapid virus outbreaks. SonicWALL’s patent-pending technology is the only administrative solution
that automatically manages all aspects of desktop virus protection, including automated client installation,
virus definition updates and anti-virus policy enforcement at the Internet gateway.

Customers can choose between two options when purchasing SonicWALL anti-virus solutions. Network
Anti-Virus is recommended for sites that require anti-virus protection for desktops. Complete Anti-Virus
is ideal for organizations in search of a comprehensive anti-virus solution
that provides automatic enforcement to desktops, while also giving
administrators flexibility and control over managing the protection
of their servers. Customers who already have SonicWALL’s
industry-leading Network Anti-Virus can easily upgrade to
Complete Anti-Virus by purchasing the SonicWALL Server
Anti-Virus upgrade.

All elements of SonicWALL Complete Anti-Virus, available
as one or two-year subscriptions, share a common engine
and signature file, and are compatible with SonicWALL’s
entire family of Internet security appliances.

Reduced administrative overhead associated
with managing anti-virus deployments

Desktop and server anti-virus protection

Rapid E-mail Attachment Blocking technology

Comprehensive Web-based reporting of
desktop clients 

COMPREHENSIVE INTERNET SECURITY™

SonicWALL Complete Anti-Virus
S O N I C W A L L  S E C U R I T Y  A P P L I C A T I O N S

SonicWALL Complete Anti-Virus automates 
desktop and server anti-virus enforcement. Go to
www.sonicwall.com, or call +1 408-745-9600 for
details on our other security products and services.



The Complete Anti-Virus Solution for Clients and Servers

Automated Client Enforcement, Minimal Administration. SonicWALL Complete Anti-Virus verifies that every Windows-based PC accessing the network has the most
recent version of anti-virus software installed and active, especially before rapid virus outbreaks. It guards the gateway for virus update alerts while handling all
client enforcement and management. Rapid E-mail Attachment Blocking technology prevents new viruses from spreading by intelligently blocking infected e-mail file
attachments from the Internet—even before the virus signature is available. Automation and enforcement of network clients eliminates the substantial costs commonly
associated with other centralized virus management solutions by releasing IT staff from desktop anti-virus policy management tasks.

Powerful Central Management Console. SonicWALL Complete Anti-Virus gives the administrator the ability to manage the entire desktop anti-virus client deployment
through an easy-to-use Web-based graphical interface. Through the management console, the administrator can enforce anti-virus updates based on virus alert levels,
configure e-mail attachment blocking, share anti-virus client licenses across multiple SonicWALL appliances or view Web-based reports of the anti-virus client deployment.

Rapid E-Mail Attachment Blocking. SonicWALL Complete Anti-Virus includes Rapid E-mail Attachment Blocking for instant protection from virus infected e-mail
attachments. Administrators can configure the SonicWALL gateway to block SMTP and POP3 e-mail attachments by file name or file extension. In the event of a
virus outbreak propagated by an infected e-mail attachment, SonicWALL will transmit to all SonicWALL gateways an active anti-virus subscription to add the name
of the infected file to the attachment blocking list. E-mail attachment blocking creates a fully managed layer of anti-virus protection for networks protected by
SonicWALL gateways.

SONICWALL COMPLETE ANTI -V IRUS FEATURES AND BENEFITS

SonicWALL Complete Anti-Virus
S O N I C W A L L  S E C U R I T Y  A P P L I C A T I O N S

01-SSC-3419 5 User SonicWALL Complete Anti-Virus 1 Year
01-SSC-3420 10 User SonicWALL Complete Anti-Virus 1 Year
01-SSC-3421 25 User SonicWALL Complete Anti-Virus 1 Year
01-SSC-3422 50 User SonicWALL Complete Anti-Virus 1 Year
01-SSC-3423 100 User SonicWALL Complete Anti-Virus 1 Year

01-SSC-3425 50 User SonicWALL Complete Anti-Virus 2 Year
01-SSC-3426 100 User SonicWALL Complete Anti-Virus 2 Year

COMPLETE ANTI-VIRUS SUBSCRIPTION PART NUMBERS                                                                                  

Reports

- Systems out-of-date

- Systems up-to-date

- Viruses found

- Most infected machines

- Detailed system reporting of each machine

SonicWALL delivers Web-based reports that give you
a bird's eye view of your network and anti-virus
environment. Reports detail enterprise-wide
information such as coverage status summary,
machines updated, viruses cleaned, deleted, and
quarantined, as well as the currency of .DAT, engine,
and product versions. Reports are available 24/7,
and can be accessed through the Web interface of
the SonicWALL appliance.

COMPREHENSIVE ANTI-VIRUS REPORTING                                                                                                    

01-SSC-2743 5 User SonicWALL Network Anti-Virus 1 Year
01-SSC-2740 10 User SonicWALL Network Anti-Virus 1 Year
01-SSC-2745 25 User SonicWALL Network Anti-Virus 1 Year
01-SSC-2741 50 User SonicWALL Network Anti-Virus 1 Year
01-SSC-2742 100 User SonicWALL Network Anti-Virus 1 Year

01-SSC-2746 50 User SonicWALL Network Anti-Virus 2 Year
01-SSC-2747 100 User SonicWALL Network Anti-Virus 2 Year

NETWORK ANTI-VIRUS SUBSCRIPTION PART NUMBERS

SonicWALL Platform Supported
All SonicWALL Internet Security Appliances

SONICWALL COMPLETE ANTI-VIRUS SYSTEM REQUIREMENTS

Desktop Platforms Supported
Windows 95/98/NT/2000/XP

Server Platforms Supported
Windows Server OS NT/2000/2003

Exchange Platforms Supported
Microsoft Exchange 5.5/2000/2003
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